
Octopus Workstation 
Authentication For ForgeRock

Secret Double Octopus expands your authentication capabilities in 
any ForgeRock deployment by adding:

Desktop MFA for
Windows and Mac

On-premise and legacy
applications MFA

Support for off-line
use cases

Passwordless authentication
using the ForgeRock Directory

Improved
security posture

Eliminate the no. 1 cause for data 
breaches in organizations – weak, 

stolen and shared user passwords. 
Active Directory integration replaces 

user-generated passwords with a 
machine controlled secure 

alternative.

Reduced
Help Desk costs
Significantly reduce password 

management and support costs. No 
more password complexity or 

renewal policies, less helpdesk calls 
and a more available IT team.

How it Works
Passwordless workstation logon for Windows and MacOS works seamlessly with the ForgeRock 
Authenticator and Directory. Users enter their username and receive a secure push notification 

on their Authenticator app for identity verification. Offline authentication can be done over a 
direct BLE connection with the Octopus Authenticator.

Increased
user productivity
The same easy user interface 
available for all use cases and 

scenarios – workstations & portals, 
online & offline, on-prem & 

remotely – minimizing downtime 
and increasing productivity across 

the organization.
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https://doubleoctopus.com/start-free-demo-video/?utm_source=Forgerock_Onepager&utm_medium=datasheet&utm_campaign=Forgerock_Onepager



